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ubuntu@ubuntu:˜$ sudo -s
root@ubuntu:˜# ssh -i /media/4351-D9B9/id_rsa jdempsey@sign1.internal.srs.net.nzEnter passp
hrase for key ’/media/4351-D9B9/id_rsa’: 
Last login: Thu Dec  5 20:44:15 2013 from 192.168.2.181
[/home/jdempsey]
jdempsey@sign1: sudo -s export-keydata nz-dnssec-keystore
[sudo] password for jdempsey: 
Sorry, try again.
[sudo] password for jdempsey: 
Backups will be written to /var/lib/dnssec/keygen/key-backup-2013-12-05.tar.gz
Exporting KASP database...
SQLite database set to: /var/opendnssec/kasp.db
 
Backing up keystore nz-dnssec-keystore...

You will be prompted for Keystore Security Officer(KSO) credentials.  After entering them, 
the backup will pause while other Keystore Security Officers authorize the backup operation
.

Press enter to continue.

Keystore = nz-dnssec-keystore.600121.{f1a7987a} (local)
Security Officer Login: nz-kso1
Security Officer Password: 
NOTICE: Please wait while the other required 1 security officer
        authenticates this command.  This command will time out
        in 5 minutes.

Update: Authenticated security officers: nz-kso1 
Update: Authenticated security officers: nz-kso1 nz-kso2 
Backup to /tmp/tmp.PIReL32263/nz-dnssec-keystore-full-keystore-backup-2013-12-05 successful
.

Done backing up keystore nz-dnssec-keystore.  The sha256sum of this full keystore backup is
 b8:5c:16:44:c7:dd:2f:57:71:49:32:70:c2:7c:2c:1d:e8:fd:0a:b3:4d:bd:a2:41:1e:e9:7d:1f:df:f7:
23:d2
 
Backing up HSM Device Configuration...
You will be prompted for Device Security Officer(DSO) credentials and a Password to encrypt
 to the device backup.

Press enter to continue.

Security Officer Login: nz-dso5
Security Officer Password: 
Enter a password to protect the data: 
Confirm password: 
Backup to /tmp/tmp.PIReL32263/device-backup-2013-12-05 successful.

Done backing up HSM device.  The sha256sum of this device backup is f1:a5:62:11:68:59:56:1d
:23:78:54:5d:b3:ad:45:3d:9e:3a:85:81:03:74:53:f7:f7:36:89:d5:11:e6:bb:d2
 
Exported keystore Info:
    Keystore    : nz-dnssec-keystore
    Serial #    : 600121
    Keystore ID : f1a7987a
All backups have been exported to /var/lib/dnssec/keygen/key-backup-2013-12-05.tar.gz
Hash of key-backup-2013-12-05.tar.gz has been written to key-backup-2013-12-05.tar.gz.sha25
6sum (sha256sum: e6:43:8e:5b:41:62:da:fc:1b:ce:92:b9:1e:88:c0:59:77:29:8b:a2:07:3c:bc:c4:9f
:21:9c:c2:95:f2:d0:34 )
[/home/jdempsey]
jdempsey@sign1: 


